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Release Note for SmartVPN Client 
 

Firmware Version: 5.6.1 

Release Type: Normal 

Applied Operation 

System 

Windows XP SP3, Vista 32-bit/64-bit, Windows 7 32-bit/64-bit, 

Windows 8, Windows 10, Windows 11, Windows Server 2012 R2

The Smart VPN Client is a VPN configuration utility. It makes VPN configuration easy for users. 

It could support the following VPN schemas, PPTP, L2TP, IPSec, OpenVPN, WireGuard VPN and 

DrayTek SSL Tunnel.  

New Features  
 Support SSLVPN with TLS 1.3. 

Improvement 
 Improved: Improve the long-time WireGuard VPN stability. 

 Improved: Restrict VPN 2FA TOTP input field to 6 characters. 

 Improved: SSLVPN can be used for verifying the Let's Encrypt server certificate. 

 Improved: Add a battery warning message when connecting the VPN with the 

battery-powered computer.  

 Improved: Show a notification message when the user doesn't enter pre-shared key in 

IPsec & L2TP over IPsec profile. 

 Corrected: An issue of tab order in username & PIN code input dialog (mOTP).  

 Corrected: An issue with page arrangement for mOTP configuration.  

 Corrected: An issue with SSL VPN 2FA authentication when SSLVPN disconnected. 

 Corrected: An issue with the pre-shared key not persisting after switching the VPN type. 

 Corrected: An issue with IP (0.0.0.0/x) not allowed when importing a WireGuard VPN 

config. 

 Corrected: An issue about SmartVPN Client icon in system tray disappeared after 

explore.exe crashed. 

 Corrected: An issue that Vigor router disconnected VPN automatically if Ping to 

Keepalive failed three times in a row. 

Known Issue 
 SmartVPN Client will possibly pop up an error "Hardware failure in port or attached 

device." if a user tries to reconnect SSL VPN after a long-time performance test with SSL 

VPN.  
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